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Differentiated Services

Flow-based algorithms have the potential to offer good quality
of service to one or more flows because they reserve whatever
resources are needed along the route. However, they also have a
downside.
• They require an advance setup to establish each flow,

something that does not scale well when there are thousands
or millions of flows.

• Also, they maintain internal per-flow state in the routers,
making them vulnerable to router crashes.

• Finally, the changes required to the router code are
substantial and involve complex router-to-router exchanges
for setting up the flows.
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Differentiated Services

For these reasons, IETF has also devised a simpler
approach to quality of service, one that can be largely
implemented locally in each router without advance
setup and without having the whole path involved. This
approach is known as class-based (as opposed to flow-
based) quality of service. IETF has standardized an
architecture for it, called differentiated services, which
is described in RFCs 2474, 2475, and numerous others.
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Differentiated Services
The classes are defined as per hop behaviors because they
correspond to the treatment the packet will receive at each
router, not a guarantee across the network. Better service is
provided to packets with some per-hop behaviors (e.g.,
premium service) than to others (e.g., regular service).
Traffic within a class may be required to conform to some
specific shape, such as a leaky bucket with some specified
drain rate.
• Note that this scheme requires no advance setup, no

resource reservation, and no time-consuming end-to-end
negotiation for each flow, as with integrated services.
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Expedited forwarding

• The choice of service classes is up to each operator, but since
packets are often forwarded between networks run by
different operators, IETF has defined some network-
independent service classes. The simplest class is expedited
forwarding, so let us start with that one. It is described in RFC
3246.

• The idea behind expedited forwarding is very simple. Two
classes of service are available: regular and expedited. The
vast majority of the traffic is expected to be regular, but a
limited fraction of the packets are expedited. The expedited
packets should be able to transit the network as though no
other packets were present.
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Expedited forwarding
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Expedited forwarding

• One way to implement this strategy is as follows. Packets are
classified as expedited or regular and marked accordingly. This
step might be done on the sending host or in the ingress (first)
router. Of course, if the marking is done by the host, the
ingress router is likely to police the traffic to make sure that
customers are not sending more expedited traffic than they
have paid for.

• Within the network, the routers may have two output queues
for each outgoing line, one for expedited packets and one for
regular packets. The expedited queue is given priority over
the regular one.
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Assured Forwarding

• somewhat more elaborate scheme for managing the service
classes is called assured forwarding. It is described in RFC
2597. Assured forwarding specifies that there shall be four
priority classes, each class having its own resources. The top
three classes might be called gold, silver, and bronze. In
addition, it defines three discard classes for packets that are
experiencing congestion: low, medium, and high. Taken
together, these two factors define 12 service classes.
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Assured Forwarding
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The first step is to classify the packets into one 
of the four priority classes. As before, this step 
might be done on the sending host or in the 
ingress router.

The next step is to determine the 
discard class for each packet. This is 
done by passing the packets of each 
priority class through a traffic policer
such as a token bucket. 

weighted fair queueing for the 
four priority classes, with 
higher classes given higher 
weights.


